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SUBCOURSE OVERVIEW

This subcourse is designed to teach you basic procedures involved with the intelligence cycle, the receipt, evaluation, and dissemination of intelligence information and reports products.  Contained within this subcourse is instruction on how the intelligence cycle works.  Furthermore, there are instructions on how to receive, log, and determine internal distribution of those reports and products; how to evaluate the reports and how to disseminate them; and how to estimate enemy courses of action.

There are no prerequisites for this subcourse.

This subcourse reflects the doctrine which was current at the time the subcourse was prepared.  In your own work situation, always refer to the latest publications.

TERMINAL LEARNING OBJECTIVE
TASK:  
You will identify the intelligence cycle phases and procedures for receiving of intelligence and information reports and products, evaluating these reports and products and disseminating them, and estimate enemy courses of action.

CONDITIONS: 
You will have access to extracts from DA Pam 25-7, FM 34-1, FM 34-3, STP 34-96D1-SM, STP 34-96D24-SM-TG, and TC 34-55.

STANDARD: 
You will identify the intelligence cycle phases, and receive, evaluate, and disseminate intelligence and information reports and products in accordance with DA Pam 25-7, FM 34-1, FM 34-3, STP 34-96D1-SM, STP 34-96D24-SM-TG, and TC 34-55.
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LESSON ONE

RECEIVE, LOG, AND DISTRIBUTE INTELLIGENCE REPORTS

MOS Manual Task: 301-338-3613

OVERVIEW

TASK DESCRIPTION:

In this lesson you will learn how to identify the four phases of the intelligence cycle; and how to receive, log, and distribute incoming imagery intelligence (IMINT) reports.

LEARNING OBJECTIVE:

ACTIONS:
Describe the information and procedures required to receive, log, and  distribute imagery intelligence reports.

CONDITIONS:
You will be given extracts from AR 220-15, DA Pam 25-7, FM 34-1, FM 34-3, STP 34-96D24-SM-TG, and TC 34-55.

STANDARDS:
Receipt, logging and distribution of IMINT reports will be in accordance with AR 220-15, FM 34-1, FM 34-3, STP 34-96D24-SM-TG, TC 34-55, and local SOPs.

REFERENCES:
The material contained in this lesson was derived from the following publications:


AR 220-15.


DA Pam 25-7.


FM 34-1.


FM 34-3.


STP 34-96D24-DM-TG.


TC 34-55.

INTRODUCTION

Intelligence is a key element of combined arms operation.  It enables commanders to use their combat power effectiveness to win the decisive battles and it helps them to identify and attack high payoff targets (HPTs).  Intelligence is an important part of every combat decision.  There are several steps in intelligence production, which are discussed in this lesson.
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PART A: THE INTELLIGENCE CYCLE

1.
Intelligence operations follow a four-phase process known as the intelligence cycle.  The intelligence cycle is oriented to the commander's mission and includes directing, collecting, processing, and disseminating and use.  Planning and supervising are inherent in all phases of the cycle (Figure 1-1).
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Figure 1-1.  The Intelligence Cycle.

2.
The intelligence cycle is continuous.  Even though the four phases are conducted in sequence, all are conducted concurrently.  While available information is processed, additional information is collected, and the intelligence staff is planning and directing the collection effort to meet new demands.  Previously collected and processed information (intelligence) is disseminated as soon as it is available or needed.

3.
Directing.  The intelligence effort begins by determining requirements, establishing their priorities, and communicating information or intelligence collection orders (to subordinate elements) and requests (to higher and adjacent units).  This is accomplished 
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by the commander and the intelligence and operations staff.  Sources of information or intelligence requirements include the following:

· Commander's planning guidance, concept of the operation and stated requirements.

· Mission, enemy, terrain, troops, and time available (METT-T) analysis by intelligence and operations staffs.

· Requests for intelligence information (RIIs) from higher, adjacent, allied, and subordinate units and elements, and from other staff elements within the command.


a.
The highest or most important information requirements (IRs) are designated as priority intelligence requirements (PIRs).  The commander chooses PIRs based in part on the recommendation of the G2 or S2.  PIRs are those intelligence requirements for which a commander has an anticipated and stated priority in the task of planning and decision making.  However, an excessive number of PIRs degrades efforts to focus relatively scarce intelligence collection resources on the most essential intelligence requirements.


b.
IRs are those items of information regarding the enemy and the environment needing collection and processing to meet the intelligence requirements of the commander.  IRs can either support PIRs or be standalone requirements of a lesser priority than PIRs.  Both PIRs and IRs serve as the basis for collection and intelligence efforts.


c.
Intelligence analysts in the all-source production section (ASPS) advise the G2 regarding the PIRs and IRs.  They analyze METT-T factors and the commander's guidance and concept of the operation to determine what intelligence and information is needed.  The ASPS reviews the existing data base to identify information that is already available and that which must be acquired.  They pass requirements for new information to the collection management and dissemination (CM&D) section as additional collection requirements.  Figure 1-2 shows the directing phase from the commander's intent to the commander's requirements.

4.
Collecting.  Based on requirements, the collection management officer (CMO) of the CM&D section manages the collection effort.  The CM&D section develops a collection plan that is keyed to the PIRs and IRs.  It continuously updates the collection plan as the situation changes.


a.
The ASPS assists the CM&D section in planning and supervising the collection effort.  The ASPS helps convert intelligence requirements into specific information requirements (SIRs).  SIRs are keyed to indicators which when integrated with other indicators and factors present on the battlefield may provide clues to the enemy's most probable course of action.  Intelligence indicators are any positive or negative evidence
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Figure 1-2.  Commander's Requirements and Guidance.

of enemy activity or any characteristic of the area of operations (AO) that points toward enemy capabilities, vulnerabilities or intentions.


b.
Collection operations generate information from various sources.  This information is fed into the ASPS.  The ASPS--



(1) 
Reports combat information immediately.



(2) 
Processes information to develop the intelligence needed for tactical decision and targeting.

5.
Processing is the phase in the intelligence cycle in which information becomes intelligence.  It consists of three operations:


a.
Recording.  Recording is the reduction of information to writing or some other form of graphical representation and the arranging of this information into groups of related items.
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b.
Evaluation.  Evaluation is the determination of the pertinence of information to the operation, reliability of the source or agency, and accuracy of the information.


c.
Analysis.  Analysis is the determination of the significance of the information relative to information and intelligence already known, and drawing deductions about the probable meaning of the evaluated information.

NOTE:
Processing is a continuous operation.  The analyst processes new information as it is received without waiting for additional information.  Intelligence derived from fragmentary information is essential, particularly during fast-moving operations or when the information concerns a high payoff target (HPT).  Normally there is a time lag between the time an enemy target presents itself and the time the information becomes available to an element that can react to it.  Complete information about a target or a situation is seldom available.  The analyst continuously identifies information gaps and attempts to acquire information to complete, confirm, or refute fragmentary information.  This information must assist the commander to generate and apply combat power.  It helps the commander to strike critical units or areas, and to achieve and retain the initiative.  Figure 1-3 shows information processing.

[image: image4.png]RECORD ON
SITMAP
AND OTHER
DOCUMENTS

+ Should onfy be done with perishable and critical combat information in which extensive evalustion will impact on IT's timeliness.





Figure 1-3.  Information Processing.
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6.
Dissemination.  The final step is to disseminate intelligence or information.  Dissemination is not limited to regular reports.  Critical pieces of information are passed quickly to those who can use them.  The G2 or S2 always is aware of this and prepares to use any form of communication, from radio teletype (RATT) to courier, to pass vital reports.  Intelligence is of no value on the battlefield when it becomes history.

PART B: IMINT PRODUCTION PROCESS
1.
In the intelligence production process, imagery analysts (IAs)(MOS 96D) are specifically involved by processing IMINT reports when assigned to an aviation unit (aerial surveillance) or a military intelligence unit and on duty with corps, or division, or a tactical reconnaissance squadron (TRS).

2.
Especially when assigned to the all-source production section (ASPS) the imagery analyst converts reported intelligence and information from the CM&D section or subordinate units into all-source intelligence using a basic intelligence process.  The ASPS receives data in two forms from the CM&D section: The first is information; data which has not been subjected to correlation or analysis.  The second is processed intelligence.  Both types of input are correlated and analyzed to give the ASPS further refined intelligence through the process shown in Figure 1-4.
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Figure 1-4.  Receipt, Analysis, and Production Steps.
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3.
The IMINT production process is aligned to the intelligence production process with minor deviations.  The overall IMINT production process includes the receipt, evaluation, and dissemination of mission results.  Receipting includes logging and determining the internal distribution scheme.

PART C: RECEIVE IMINT REPORTS

1.
Receipt and Routing Step.  The first step in the IMINT production process is the receipt and routing of incoming mission results.  In this step information is logged in, checked for reliability, and distributed for further evaluation (Figure 1-5).
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Figure 1-5.  Receipt and Routing Step.

2.
Mission results are derived from aerial reconnaissance and surveillance (R&S) missions flown by Army or Air Force reconnaissance aircraft.  There are several secure communications systems in use, to include the following:


a.
Air-ground operations system (AGOS) includes the personnel, secure equipment, procedures, and techniques of the Army air-ground system (AAGS) and the tactical air control system (TACS) of the Air Force.  AAGS is organized with ground operations (G3 Air/S3) and intelligence (G2 Air/CM&D Air/TSO/S2) at principal Army commands, and Army operations and intelligence liaisons at Air Force installations or agencies.  These personnel use communication facilities specifically designed for air-ground operations, or as an alternative, may use one of the common user or command operations nets.


b.
In Europe, the tactical air reconnaissance reporting system (TARRS) is used to transmit IMINT reports, pilot debrief reports, and other information from the imagery analysis (IA) detachments through the designated MI battalion to the EAC and corps G2 Air.  Transmissions are accomplished via TARRS or the automated digital integrated network (AUTODIN).  Furthermore, the USAF tactical intelligence processing
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interpretation section can be used to transmit traffic.  Teletype is used as an alternate if TARRS or AUTODIN lines are down; in this case, a new paper tape is punched and transmitted via the AN/GRC-122 RATT rig.  (Figure 1-6).


c.
The EAC area communication system may be used for routine R&S operational traffic when other communication systems require supplementation.  Normal communication means used for R&S operations may become overloaded or reduced because of relocation of a headquarters.  Provisions must be made at the alternate TOC to share other nets to ensure adequate means of submitting R&S requests and receiving information continue to exist.  When possible, Air Force nets may be utilized to carry priority operational traffic for the period of the move.
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Figure 1 - 6.  Typical TARRS Net.
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d.
G2 intelligence net can be used in case of emergency for immediate R&S requests and to disseminate results of priority 1 missions when approved by the G2 or when established by local SOP.  R&S requests are submitted from battalion through brigade and division to corps; reports are sent down through channels.


e.
Army aircraft are equipped with radios capable of communicating with the tactical radios of the ground elements.  This provides a means of disseminating inflight information of immediate tactical significance.  Procedures, frequencies, and call signs to be used must be coordinated between the CMO and the ground units before the flight or established in command SOP and signals operating instructions (SOI).


f.
The in-flight report net--ultra high frequency (UHF) is used by tactical air support air crews for airborne transmission of visual observations of immediate interest, such as air strike results, bomb damage assessments, and intelligence information.  TACPs at corps, division, brigade, and cavalry squadron are operated by Air Force personnel; they are responsible for monitoring this net for supported ground units.

NOTE:
Refer to ACCP Subcourse IT 0661 for additional information on communication systems in use.

3.
Determine distribution.  Distribution is determined and noted on each incoming report.  Experience has proven that a logical sequence for routing data is important.  Establishing an SOP stating who gets a certain report first, second, or third is essential, however, the SOP should be tailored to the specific needs of the command.  Flow charting may be used to describe the distribution scheme (Figure 1-5).


a.
The sequence for processing varies with the nature and urgency of the information.  Information is normally logged in first; however if it contributes to the development of urgent intelligence, it is logged in simultaneously with or after evaluation and analysis.  Combat information or partially developed intelligence that is needed immediately is disseminated before it is completely processed.  Information that is not of immediate value is processed before it is disseminated.


b.
Evaluation and analysis may occur simultaneously followed by immediate dissemination.  For example, information from a reliable source may indicate that the enemy is about to launch a major attack.  In this case, recording is of secondary importance, and the intelligence report that an attack is imminent is disseminated as soon after receipt as possible.
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c.
Reporting of information to higher and lower echelons occurs concurrently with processing.  For example, to speed target execution time of HPTs, a commander orders lower headquarters to report all information concerning specified enemy units, areas, or activities before the processing cycle is complete.  Lower headquarters make similar requests of higher headquarters.

PART D: LOG AND DISTRIBUTE INCOMING INTELLIGENCE REPORTS

1.
In the ASPS incoming reports are normally logged in the daily journal (Figure 1-7), and distributed immediately after receipt.  Reports may be received through message center channels, by courier, or by either radio or telephone.  If the report is received verbally, the information is transcribed into a spot report (page 112) before processing.  The logging and filing of incoming messages and reports provides a historical record of data transactions and allows personnel to refer to previously reported data for--


a.
Comparing newly reported data.


b.
Adjusting collection effort.


c.
Evaluating the responsiveness of tasked collection agencies to produce pertinent data on time.

2.
Study the following intelligence reports and formats to enable you to quickly recognize and use them.  These reports include:


a.
Intelligence and information reports (for example, Intel annex, INTSUM, MORTREP, and so forth) are shown in Appendix A.


b.
IMINT reports (for example, RECCEXREP, IPIR, and so forth) are shown in Appendix B.

NOTE:
These reports are further discussed in lessons 2 and 3.

3.
The journal (Figure 1-7) is a permanent chronological record of reports and messages, that have been received or transmitted.  Furthermore, the journal covers important events that have occurred, and of actions taken in response, covering a 24 hour period.  The commander may prescribe the maintenance of one journal for the unit or require the maintenance of separate journals by each staff section.


a.
Use the following journal entries:



(1)
An accurate and concise statement of the message, report, or event.
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(2)
A notation as to the sender or individual making the report, to include unit duty position or section, such as ARLO (air reconnaissance liaison officer), 15th TRS.



(3)
The time of receipt or dispatch and method of transmission.



(4)
Action actually taken to include dissemination given to reports or information received and other internal ASPS recording, for example, order of battle (OB), workbook, situation map (SITMAP).



(5)
Log all messages, requests, and reports in the journal in the sequence in which they are received; for example, the next item received, regardless of type, receives the next journal entry and number.


b.
Place the journal control number on the report.  The control number is normally the journal entry number under which the report is logged.
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Figure 1-7.
Daily Journal.
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PART E: EVALUATE RELIABILITY AND CREDIBILITY OF INFORMATION

1.
Intelligence and information reports should be evaluated for source or agency reliability and credibility of information.  This process is usually accomplished immediately after the incoming report is logged in.

2.
The reliability of each incoming item is evaluated by a standard system using letters A to F.  The overall source or agency reliability factor is signified by various degrees of confidence as shown in Table 1-1.  Source reliability is determined and recorded on the incoming report by the collecting unit or agency.  The ASPS personnel also judge reliability based on the past performance of the reporting unit or agency and assess an overall reliability factor for each incoming report.  The overall reliability factor is marked on each report and clearly distinguished from the factor assessed by the reporting agency.

Table 1-1.  Reliability of Source/Agency.
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3.
Credibility is designated by a number between 1 and 6 (Table 1-2).  To determine the combined ratings, the two aspects of evaluation, reliability and credibility, must be considered independently.  The rating is expressed as a letter-number combination.  For example, information received from a usually reliable source that is judged as "probably true" is rated as "B6." 
Table 1-2.  Credibility of Information Table.
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NOTE:
Intelligence information received from aerial imagery is usually reliable, rating the letter "B;" however, the credibility rating could range from 1 -- 3.
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4.
Evaluate Intelligence and Information Reports.  The second step in the process is evaluating intelligence and information reports.  All incoming reports must be examined for pertinence in terms of reliability and credibility factors.  A decision is then made concerning the report's value.  Event templates are a valuable aid in determining a report's value.  If a report is determined not to be pertinent, it will be filed for possible future reference.  Coordination with the collection manager is made to modify or clarify tasking.  Pertinent information is then fused with other information in the data base.  Information is evaluated for pertinence by determining whether the information is--


a.
Pertinent in regard to the enemy or to the characteristics of the battlefield area.


b.
Needed immediately.


c.
Of future value.


d.
Of no apparent value.


e.
Of value to higher, lower, or adjacent unit.

NOTE:
Combat information from friendly operations requires NO processing in any form.
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LESSON ONE

PRACTICE EXERCISE

The following material will test your grasp of the material covered in this lesson.  There is only one correct answer for each item.  When you have completed the exercise, check your answers with the answer key that follows.  If you answer any item incorrectly, study again that part of the lesson which contains the portion involved.

1.
Which items are inherent in all phases of the intelligence cycle?


A.  Directing and processing.


B.  Planning and supervising.


C.  Processing and collecting.


D.  Disseminating and using.

2.
Which action is normally required after an intelligence/information report has been received?


A.  Logging it in the daily journal.


B.  Distributing it to the corps.


C.  Verifying the report.


D.  Distributing it to the 08 section.

3.
Which system is used in Europe to transmit IMINT reports?


A.  TACC.


B.  AGOS.


C.  Immediate air request net.


D.  TARRS.

IT0678
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4.
What must be placed on the report to relate it to the journal entry?


A.  Sequence number.


B.  Alphabetical sequence designation.


C.  Journal entry number.


D.  Report number.

5.
How do you recognize a RECCEXREP in STANAG format?


A.  The acronym RECCEXREP appears immediately following the term EXER.


B.  RECCEXREP is used as item G.


C.  RECCEXREP is always the start of the message.


D.  It is similar to the IPIR.

6.
Which intelligence product provides a brief summary of the enemy situation?


A.  Intelligence workbook.


B.  INTSUM.


C.  Interrogation report.


D.  PERINTREP.

7.
Which letter should you use to indicate a source is not usually reliable?


A.  A.


B.  B.


C.  C.


D.  D.
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LESSON ONE

PRACTICE EXERCISE

ANSWER KEY AND FEEDBACK

Item
Correct Answer and Feedback
1.
B.
Planning and supervising are inherent in all phases of the intelligence cycle (page 2, para 1).

2.
A.
Incoming reports are normally logged in the daily journal, 'plotted to the SITMAP, and distributed immediately after receipt (page 10, para 1).

3.
D.
In Europe the TARRS system is used to transmit reports (page 7, para 2b).

4.
C.
The control number is normally the journal entry number (page 11, para 3b).

5.
C.
RECCEXREP is always the start of the message (Appendix B, page 127, item 1).

6.
B.
The INTSUM is a brief summary of the enemy situation and assists in updating other intelligence reports (Appendix A, page 91, para 1).

7.
D.
You should use the letter D to indicate the source is not usually reliable (page 13, table 1-1).

IT0678
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LESSON TWO

ESTIMATE ENEMY COURSES OF ACTION

MOS Manual Task: 301-338-3613

OVERVIEW

TASK DESCRIPTION:

In this lesson you will learn how to estimate possible enemy courses of action by correlating all mission information, updating files, analyzing integrated information, identifying shortfalls in mission results, and identifying information for development of future indicators.

LEARNING OBJECTIVE:

ACTIONS:

Describe the information and procedures required to estimate possible enemy courses of action, update files, analyze integrated information, identify shortfalls in mission results, and identify information for development of future indicators.

CONDITIONS:

You will be given extracts from DA Pam 25-7, FM 34-1, FM 34-3, and STP 34-96D24-SM-TG.

STANDARDS:

Estimating possible enemy courses of action will be in accordance with DA Pam 25-7, FM 34-1, FM 34-3, and STP 34-96D24-SM-TG.

REFERENCES:
The material contained in this lesson was derived from the following publications:





DA Pam 25-7.





FM 34-1.





FM 34-3.





STP 34-96D24-SM-TG.
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INTRODUCTION

The next action in the processing phase of the intelligence cycle is by applying intelligence and information reports including IMINT reports to the situation.  This is accomplished by correlating all mission information, updating files, analyzing integrated information, and developing new target data.

PART A: CORRELATE MISSION INFORMATION

1.
Within the ASPS all mission information is correlated with collateral information.  Examples of collateral information to include intelligence reports and other products are shown in Appendix A, to include the following:


a.
Intelligence workbook.


b.
Order of battle book.


c.
Order of battle handbook.


d.
Installation handbook.


e.
Unit workbook.


f.
Order of battle workbook.


g.
Order of battle cards.


h.
Intelligence estimate.


i.
Intelligence annex.


j.
Situation Report (SITREP).


k.
Intelligence report (INTREP).


I.
Intelligence summary (INTSUM).


m.
Periodic intelligence report (PERINTREP).


n.
Periodic intelligence summary (PERINTSUM).


o.
Interrogation and translation report.


p.
SPOT report.


q.
Bombing, shelling, and mortaring report (BOMREP, SHELREP, MORTREP).
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r.
Meaconing, intrusion, jamming, and interference (MIJI) report.


s.
Mission report (MISREP).


t.
Intelligence file worksheet.


u.
Coordinates register.


v.
Personality file.


w.
Military installation file.


x.
Organizational worksheet.


y.
Strength worksheet.

2.
Information is collected from every source, and processed as intelligence, or disseminated immediately as combat information.  Combat information is information which can be used for fire, maneuver, or to cue another sensor system.  For example: In a RECCEXREP derived from visual reconnaissance mission R003, TOT 1600, mission results indicated 15 x T-80 tanks in a tree line at a road junction vicinity XT12345678.  Target could not be destroyed due to nonavailability of artillery or tactical aircraft; however, friendly artillery will be in range to strike the target at 2300.  To ensure the T-80s are still in place, you should request an immediate reconnaissance and surveillance (R&S) mission be flown with a TOT of 2200 and with a date/time no longer of value (DNLV) not later than (NLT) 2345.  Upon receipt of mission results, you must submit these to the target acquisition section of the artillery unit of the mission results.
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PART B: UPDATE FILES

1.
Intelligence files are updated by fusing incoming intelligence reports with information in the data base.  Fusion is accomplished by--


a.
Reviewing reports to determine the event, area, and enemy unit.


b.
Searching files for corresponding information.


c.
Noting the previous report number and source or agency on the new report.  When the report cannot be correlated, it is noted as a sole-source report.

2.
Significant data is extracted from the reports and posted to the appropriate file.  Extracts from signals intelligence (SIGINT), electronic warfare support measures (ESM), and collateral reports are used to update the enemy electronic order of battle (EOB) and collateral SITMAP overlays.


a.
The basic SITMAP provides a temporary graphic display of the current, known dispositions, and major activities of both friendly and enemy forces.  The basic SITMAP provides a format for accurate notations of enemy forces relative to friendly boundaries.


b.
The purpose of the intelligence SITMAP and all associated overlays is to contribute to sound tactical decisions.  The primary intelligence uses of the SITMAP and associated overlays are to--



(1) Display the enemy situation and disposition.



(2) Provide a basis of comparison to determine the significance of newly received data pertaining to enemy forces.



(3) Provide a basis for briefings and intelligence reports.



(4) Focus attention on intelligence gaps which require redirection of the collection effort.



(5) Assist in determining patterns of enemy movement and probable courses of action.


c.
Separate topical overlays are used in conjunction with the SITMAP, to display all other information regarding the enemy.  The following are examples of the types of entries, made in accordance with FMs 101-5-1 and 21-31, that may be posted on the current SITMAP overlay to show enemy--



(1) Unit identifications.



(2) Unit locations including time of information.



(3) Boundaries.
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(4) Location of major weapons systems.



(5)  Command posts (CPs).



(6) Logistics Centers.



(7) Aircraft staging areas.



(8) Landing zones (LZs) and drop zones (DZs).



(9) NBC contaminated areas.


d.  Posted information varies with the size of the friendly unit maintaining the SITMAP.  For example, division SITMAPs will normally show the location of enemy units down to battalion level.  Smaller elements of some critical enemy units, such as artillery, may be shown.  If the presence of individual weapons is considered a decisive factor in a particular operation, they are shown.  Reports of individual weapons and equipment can be critical to the analytical effort whenever such information would contribute to the identification and location of the unit to which assigned.


e.  Plotting verified/evaluated intelligence information on the SITMAP must be done immediately after the evaluation rating has been added.  For example:



(1) The INTSUM in Appendix A (page 96) contains information of 15 x POL tank trucks which appear they are going to refill the POL farm in the vicinity of coordinate 32UQA050500 at 201305Z (see arrows).  The underlined information must be plotted to the SITMAP overlay using correct symbology.  If this and the other information will clutter the SITMAP, place circled -numbers on it and describe the sighting below the legend or on an attachment to include the coordinates and DTG.



(2) The SPOT report (page 112) shows that-4 x enemy tanks were sighted at NB613397 at 241730Z.  The underlined information would-also be plotted on the SITMAP overlay.


f.
Periodically, all SITMAP overlays are compared with the all-source SITMAP.  By making this comparison, the flow of movement can be observed and enemy concentrations will appear more clearly.  A typical SITMAP is shown in Figure 2-1.  For further information, refer to Subcourse IT 0588.

3.
Once the preceding steps have been accomplished, a second level of processing is required for further file integration.  This is accomplished by--


a.
Posting the commander's PIR and IR number to the report if PIR and IR have been partially or totally satisfied.
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Figure 2-1.  SITMAP.
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(1) Identifying all significant information if no PIR and IR have been satisfied.



(2) Fusing data with known intelligence.



(3) Updating the all-source SITMAP.



(4) Comparing the collateral and EOB overlays with the all-source SITMAP.



(5) Reviewing event analysis matrixes.



(6) Identifying major enemy movements and concentrations.



(7) Updating event analysis matrixes.


b.
Considering impact of events on target area of interest (TAI), and named area of interest (NAI).

4.
PIR and IR are answered when the information is available.  Questions are answered when there is a reasonable probability (80 percent or better) that the answer at hand is correct.  The PIR and IR should be answerable at this point in the intelligence process unless the requirement involves predicting enemy intentions.  If intentions are required, then the process is continued to develop an estimate of enemy probable courses of action from which to predict intentions.

PART C: ANALYZE INTEGRATED INFORMATION
1.
Within the ASPS integrated information is analyzed to determine enemy vulnerabilities and courses of action.

2.
Comparing information and intelligence.  Comparing reports with event analysis matrixes is done by reviewing each report to see if it correlates with indicators in the event analysis matrix.

3.
As part of the intelligence preparation of the battlefield (IPB) templates and matrixes are produced which may help an imagery analyst in the CM&D section or the ASPS make decisions on enemy vulnerabilities and courses of action.  One of these templates is the event template.


a.
Event template.  The event template provides the information needed to project what will most likely have to occur relative to enemy courses of action.  This projection is based on an analysis of the relationship of NAI to one another and to specific available courses of action.



(1)
NAls are points or areas along a particular avenue of approach or mobility corridor (MC) where activity, or lack of it, will help to confirm or deny a particular enemy course of action.  NAls are only plotted on the event template.
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in the following illustration, which is an example of an event  template, NAI-1 through 9 are areas where particular types of activity  would provide indications of intent.  For example: Activity at point NAI 1 would indicate whether MC 1 or 2 was being adopted as the route of Advanced Movement of enemy bridging elements forward as the force approached a destroyed bridge at NAI 5 would be an indication that a river crossing would be attempted rather than move to NAI 6 where river crossing would be less difficult.  Other NAls in the example represent intermediate points for collection planning purposes or tracking for target development purposes (Figure 2-2).

[image: image12.png]’ _ . . . 1
He - Ti : T | f
ime Line: Time lines are deveioped on doctrinal . Pownt NAI Avenues o

approach. mobility
corndor by
priortty

rates of movements as.affected by terrain and
weather Time lines are modified based on actual @ Area NAI
rates of movement.





Figure 2-2.  Event Template.
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b.
Event analysis matrix (EAM).  An example of how one leg of a mobility corridor might be represented is shown in the following events analysis matrix illustration (Table 2-1).

Table 2-1.  Event Analysis Matrix.
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(1) The matrix enables an imagery analyst to more precisely correlate what event or activity is expected within the geographical location and what time the event is expected to take place.  This capability, along with doctrinal and situation templates also produced in the IPB process, provides the basis for analysis.  The estimated times between NAI within a mobility corridor are derived by determining the effects of terrain and normal seasonal conditions on doctrinal rates of advance.  The event template and events analysis matrix allow for the initiation of precise collection requirements, maximizing the use of limited collection assets against the vast array of potential targets on the future battlefield.  By knowing in advance what the enemy can do and comparing it with what he is doing, the imagery analyst has the basis for predicting what the enemy intends to do next.



(2) Event templates represent a reduction of all analysis and template construction tasks that have preceded them into an analysis of the area of operations (AO) and an intelligence estimate.

3.
The following probable courses of action steps may be used when comparing mission results (reports) with collateral information (Figure 2-3).


a.
Comparing information and intelligence reports with event analysis matrices and providing an updated decision support template (Figure 2-4).  This is done by--


(1) Reviewing each report to see if it correlates with indicators in the event analysis matrix or if it might be a deception attempt.



(2) Posting usable information on decision support templates.  As this information is posted, each MC is analyzed for the enemy's indicated course of action.



(3) Determining if events support enemy use of particular MCs.



(4) Identifying indicators of enemy probable courses of action.



(5) Considering the impact of events on TAI and NAI.  


b.
Compare with friendly operations templates.  This is accomplished by coordinating with G3/S3 plans and operations and by consulting available templates.
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Figure 2-3.  Probable Courses of Action Steps.
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Figure 2-4.  Updated Decision Support Template.
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c.
Formulate conclusions.  Conclusions are the last step in the interpretation of information.  Conclusions are reached by logical decisions based on an analysis of available intelligence, knowledge of the battlefield area, and the enemy's situation, capabilities, and vulnerabilities.  Figure 2-5 provides an overview of this step.



(1) A conclusion is arrived at through either deductive or inductive reasoning.  Deductive reasoning gives meaning to certain known factors through inference--leading from the general to the specific.  For instance, through radio intercept it is known that a motorized rifle regiment (MRR) is deployed and advancing along a particular avenue of approach.  Based on knowledge gained through previous operations or the study of enemy doctrine, it can be deduced that this regiment has certain capabilities and vulnerabilities and will be used in a certain way.  By considering current intelligence holdings on this regiment, further deductive reasoning will provide a more specific answer.  Collection agencies then can be tasked, if necessary, to confirm or refute the conclusions reached and to provide information or intelligence to the commander.



(2) Inductive reasoning leads from specific information to a general hypothesis.  For instance, over a period of time, intelligence collection systems and agencies have reported the existence of approximately 18 x 120mm mortars, 18 x 122mm howitzers, and over 100 x BMPs, BTRs, and BRDMs forward of the FLOT and deployed across a 3-kilometer front.  Using existing OB intelligence, doctrinal templates, and inductive reasoning, the force is identified as an MRR.  A slightly smaller amount of equipment is still identified as the same echelon or elements thereof.



(3) As posted intelligence reports begin to fill out decision support templates, the templates are compared with the situation templates to identify those courses left open to the enemy commander.  Courses of action which, by virtue of enemy disposition, are no longer viable are eliminated.  Templates are updated as necessary to reflect these changes.


d.
Determine Enemy Probable Courses of Action.  An estimate of the enemy's most probable course of action and intentions is the result of situation development.  Estimating enemy intentions is accomplished by--


(1) Analyzing the current enemy situation as depicted on the decision support templates.



(2) Determining the enemy's most probable course of action based on those courses of action left open to the enemy commander, the disposition and composition of the enemy force, and the friendly situation.  This effort focuses on answering the PIR.
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Figure 2-5.  Formulate Conclusions.
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PART D: DEVELOP TARGETING DATA
1.
Target development is the process of providing targeting information to support the commander's tactical plans.  Performed by the ASPS at corps and division and, to a more limited degree, by S2s at brigades and battalions it is an integral part of the all-source intelligence analysis and production process.  The same collection, IPB, and analysis functions that support situation development also support target development.  Where the objective of situation development is an estimate of enemy intentions, the objective of target development is to provide direct or correlated targeting data which meets the commander's target selection standards.  An overview of the target development process [s-shown in Figure 2-6.
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Figure 2-6.  Target Development Process.
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2.
There are two objectives in the target development process.


a.  The first objective is to provide direct targeting data (combat information) to commanders for immediate fire and maneuver in close operations.


b.
The second objective is to collect and correlate information from all sources to develop targeting data from attacking second-echelon targets in deep operations.

3.
After comparing IMINT mission results (mission reports--see Appendix B) with mission requirements (mission requests--see Appendix C), you may find that not all the information gathered satisfies the requirements.  Reason for these shortfalls are weather, human error, enemy influence, and so on.  For example:

· Cloud cover
· Camera malfunction 
· Pilot error 
· Ground fire 
· Enemy fighters interrupting the sortie 
· Aircraft down 
· Ground fog 
· Sortie diverted to higher priority target 
4.
The results of aerial visual reconnaissance and imagery collection and exploitation are disseminated through a series of standardized reports.  Each of these reports is designed to meet differing requirements for timeliness and detail.  For example, the INFLIGHTREP is the most timely, but provides limited detail.  The reconnaissance exploitation report (RECCEXREP) and its companion, the radar exploitation report (RADAREXREP), are timely and detailed enough to satisfy most reconnaissance requests.  The imagery interpretation report (IIR), initial programmed interpretation report (IPIR) and supplemental programmed interpretation report (SUPIR) are the most detailed, but may not meet time-sensitive requirements.  An understanding of the timeliness requirements for, and content of, these reports aids in requesting and using reconnaissance support.  IMINT reports are further discussed in lesson 3.


a.
The CMO of the CM&D section ensures that reports are disseminated to the requester and other designated recipients as rapidly as available communications allow.  This will take place immediately after they are logged in, plotted to the SITMAP, and internally
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distributed.  The only exceptions are priority 1 IMINT reports involving threat units or activities that are preventing the accomplishment of the friendly force mission.  They are also given to all-source analysts for fusion into the intelligence data base.  They are used by the collection manager to cue other collectors and to determine additional collection requirements.


b.
The format and, to some extent, content of these reports are established by international STANAG.  The formats will change to the US message text format (USMTF) when the NATO allies approve them.  For additional information refer to Subcourses IT 0667 and IT0687.

5.
The CMO or CM&D Air of the CM&D section ensures that follow up air reconnaissance/surveillance requests are submitted through the tactical surveillance officer (TSO) of the division tactical operations center (DTOC) or the G2 Air of the corps tactical operations center (CTOC) to the battlefield coordination element (BCE).  The BCE is located in the tactical air control center (TACC), which in turn tasks air reconnaissance and surveillance (R&S) missions (Appendix C).


a.
The R&S request becomes a task when approved by the commander having authority over the resources that will execute the task.  It is prepared in standard message format.  In addition, preprinted message forms containing the text elements save preparation time and aid in completing the request.  Message precedence and security classification are determined by the originator.


b.
Requests are submitted in STANAG and/or USMTF formats depending on unit SOP.  Furthermore, an air request reconnaissance (AIRREQRECON) may be called in on a voice template prescribed by USMTF.

6.
Any shortfalls should be incorporated in future taskings and the requestor should be notified that any gaps in information will be filled in as soon as the missing intelligence is available.  Additionally, the requestor must be informed of follow up mission results as soon as they become available.

PART E: IDENTIFY INFORMATION FOR DEVELOPMENT OF FUTURE INDICATORS
1.
You should compare mission results to the SITMAP (Figure 2-1) to determine any development of indicators which would aid in future taskings.  Additionally, you should compare mission results to the intelligence data base and the collection plan.

2.
The intelligence data base provides the basic information required in the situation development process.  The data base is created for potential contingency areas before hostilities.  It is a combination of what we think we must know, what we do know, and what we do not know about the enemy, weather, and terrain.  It--
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a.
Is established and maintained by the ASPS and battlefield information coordination center (BICC).


b.
Focuses on specific areas.


c.
Contains information on enemy, weather, terrain, sociology, politics, training, economics, psychology, and other factors.

3.
The following matrix depicts, by echelon, data base information requirements (Table 2-2).

Table 2-2.  Data Base Needs by Echelon.
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Table 2-2.  (Concluded).
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a.
The intelligence data base is created by accomplishing a thorough, in-depth intelligence preparation of the battlefield (IPB) analysis.  Existing OB, to include technical data, is used to create the initial data base.  A thorough research of information (from the Defense Intelligence Agency (DIA), National Security Agency (NSA), Central Intelligence Agency (CIA), Intelligence and Security Command (INSCOM), country studies, and current intelligence) should be done for data base preparation during peacetime.


b.
After hostilities begin, the data base is maintained and refined to reflect all pertinent knowledge of the enemy, weather, and terrain in the friendly unit's area of interest.


c.
The intelligence data base must be functionally organized for the intelligence production process to be successful.  Organizing the data base is done by separating information, either manually or by automation, into appropriate files.  These files should consist of the intelligence journal, OB data, IPB products, and SITMAP.  The number of files maintained should be determined by time and resources available.  Elements of the data base are shown in Figure 2-7.
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Figure 2-7.  Data Base Elements.
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4.
The collection plan prepared and maintained by the CM&D section is a dynamic tool used to coordinate and integrate the efforts of all collection units and agencies.  Since the collection effort involves continuous planning, an entirely new collection plan is seldom prepared except when a unit first enters combat or enters a new operational phase.


a.
The collection plan is continually revised as required.  In effect, it is a slate where new entries are written and outdated entries are removed.


b.
Because information requirements are more complex at higher echelons, the collection plan is normally more extensive and formal at these levels.  At any level, however, collection planning is essentially a mental process and the collection plan, regardless of the format being used, is merely an aid.  It is not a substitute for thinking and is maintained only to the extent that it assists in planning and supervising the collection effort and maintaining continuity between shifts in the tactical operations center (TOC).


c.
The collection plan is not prepared in any set format.  It can be prepared as a simple fragmentary worksheet, a long, detailed plan, or a mental plan.  Although a collection manager can formulate a collection plan mentally, the planning of the collection effort is facilitated and is less subject to error when a written plan is used.  A written plan, however informal, facilitates continuity of operations and is always recommended.


d.
The type and makeup of the collection plan will depend on the size of the unit, the mission, the situation, and the personalities concerned.  Examples of collection plans are found in Appendix D; these include the collection worksheet format, collection plan format, and collection management visual file index and charts.


e.
The collection plan must be updated as shown in Figure 2-8 which portrays the cyclic collection management process.



(1)
Each collection effort begins by processing IRs.  These requirements may -take many forms and are generated by many sources.  These sources include commander's PIR and IR as identified by the G2, targeting needs of the G3 fire support element (FSE) and electronic warfare section (EWS), tasking from higher echelon, and requests for information from subordinate and adjacent commands.  At all echelons, most of these requirements are based on information needs associated with NAI and TAI developed through IPB.



(2)
Regardless of their origin, the collection manager transforms them into specific collection requirements.  This transformation must be performed as quickly as possible while ensuring optimum employment of the limited resources available.
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Figure 2-8.  The Collection Management Cycle.

IT0678
40

LESSON TWO

PRACTICE EXERCISE

The following material will test your grasp of the material covered in this lesson.  There is only one correct answer for each item.  When you have completed the exercise, check your answers with the answer key that follows.  If you answer any item incorrectly, study again that part of the lesson which contains the portion involved.

1.
Division SITMAPs usually show enemy units down to which level?


A.  Company.


B.  Battalion.


C.  Regiment.


D.  Brigade.

2.
Which template provides the information needed to project what will most likely occur to enemy courses of action?


A.  NAI.


B.  TAI.


C.  Event.


D.  MC.

3.
Intelligence data base is maintained by_____________________.

A.  ARLO.


B.  BICC.


C.  CM&D.


D.  NAI.
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4.
What type of collection aid is indicated by the following description:  The collection requirement is displayed across the bottom and the remainder contains the priority, request number, time requested, collection agencies tasked time, time the answer was received, answer, and time the answer was disseminated to the requestor?


A.  Visual file index.


B.  Collection worksheet.


C.  SITMAP.


D.  IIR.

5.
What should you do to the collection plan after you evaluated reporting?


A.  Task collection agencies.


B.  Determine resource availability.


C.  Determine resource capability.


D.  Update collection planning.
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LESSON TWO

PRACTICE EXERCISE

ANSWER KEY AND FEEDBACK

Item
Correct Answer and Feedback
1.
B.
Division SITMAPs will normally show the location of enemy units down to battalion level (page 23, para 2d).

2.
C.
The event template provides the information needed to project what will most likely occur relative to enemy courses of action (page 25, para 3a).

3.
B.
The intelligence data base is maintained by the ASPS and BICC (page 38, para 3a).

4.
A.
The visual file index, using 5 x 8" cards,' displays a collection requirement across the bottom of the card; the remainder of the card contains priority, request number, time requested, and so on (page 39, para 4d and Appendix D, page 155, para 1).

5.
D.
After you evaluated reporting, you should update the collection plan (page 40, fig 2-8).
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LESSON THREE
DISSEMINATE IMINT MISSION RESULTS
MOS Manual Task: 301-338-1606
301-338-1607 

301-338-1608 

301-338-3613 

OVERVIEW
TASK DESCRIPTION:

In this lesson you will learn to disseminate IMINT mission results to the requestor by verifying timely processing through concerned personnel and the transmission point.

LEARNING OBJECTIVE:

ACTIONS:
Describe the information and procedures required to disseminate IMINT mission results in a timely manner through concerned personnel and the transmission point.

CONDITIONS: 
You will be given extracts from DA Pam 25-7, FM 34-55, STANAG 3377, STP 34-96D1-SM, and STP 34-96D24-SM-TG.

STANDARDS:  
Dissemination of IMINT mission results will be in accordance with DA Pam 25-7, FM 34-55, STANAG 3377, STP 34-96D1-SM, and STP 34-96D24-SM-TG.

REFERENCES: 
The material contained in this lesson was derived from the following publications:


DA Pam 25-7.


FM 34-55.


STANAG 3377.


STP 34-96D1-SM.


STP 34-96D24-SM-TG.
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INTRODUCTION
The final function in the processing phase of the intelligence cycle is the verification and dissemination of IMINT reports.

PART A: PROCESS MISSION RESULTS THROUGH UNIT PERSONNEL
Normally, before IMINT reports are disseminated by the ASPS, you should verify that they have been processed internally with a need to know for the reported information; this includes but is not limited to the following:


a.
Journal clerk.


b.
08 clerk.


c.
Operations officer.


d.
CM&D NCO.


e.
Analysis and processing section.


f.
All-source analysis section (ASAS).


g.
Operations NCO.


h.
Message center (outgoing).

PART B: DISSEMINATE IMINT MISSION RESULTS
IMINT reports should be disseminated to the requestor in a timely manner and in proper format; therefore, you should inspect completed reports for accuracy and completeness.  The following IMINT reports normally appear for dissemination (Appendix B):


a.
RECCEXREP - in STANAG and USMTF formats.


b.
RADAREXREP - in STANAG format only.  Radar mission results are also reported in USMTF format; they can be recognized by "SL (side-looking airborne radar) " on the IMDAT imagery data) " line of a RECCEXREP.


c.
IPIR - in STANAG and USMTF formats; in the USMTF format the acronym IPIR is listed as the report type on the report identification (RPTID) line of an IIR.


d.
SUPIR - in STANAG and USMTF formats; in the USMTF format, the SUPIR is listed as the report type on the RPTID line of an IIR.
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e.
IIR -in USMTF format only.


f.
INFLIGHTREP -in STANAG and USMTF formats.

PART C: VERIFY TIMELY FORWARDING OF IMINT MISSION RESULTS
Finally, you should verify with the dedicated transmission point/message center that IMINT reports (Appendix B) are forwarded to the appropriate agency/command (requestor) within the established time requirements:


a.
RECCEXREP -transmitted within 45 minutes after engine shutdown (ESD).  Supplemental RECCEXREPs may be transmitted if later study reveals significant changes; in this case the 45-minute time restriction is extended.


b.
RADAREXREP -transmitted within 45 minutes after ESD.


c.
IPIR -transmitted within 4 hours after ESD.  IPIRs are transmitted only when specifically requested.


d.
SUPIR -transmitted as soon as possible after the IPIR.  SUPIRs are transmitted only when requested or when supplemental information is required on a previous IPIR.


e.
IIR -transmitted in accordance with the IPIR/SUPIR time requirements stated above.

NOTE: 
INFLIGHTREP is transmitted immediately upon sighting of enemy activity by the pilot to the requestor's TACP.  You should retransmit/relay an INFLIGHTREP immediately when the pilot cannot communicate with the mission requester due to communication breakdown.
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LESSON THREE

PRACTICE EXERCISE

The following material will test your grasp of the material covered in this lesson.  There is only one correct answer for each item.  When you have completed the exercise, check your answers with the answer key that follows.  If you answer any item incorrectly, study again that part of the lesson which contains the portion involved.

1.
Which of the following IMINT reports is normally transmitted through the dedicated transmission point?


A.  INFLIGHTREP.


B.  INTSUM.


C.  RECCEXREP.


D.  BOMBREP.

2.
What is the time allowed to transmit an IPIR to the requestor?


A.  4 hours.


B.  45 minutes.


C.  As soon as possible.


D.  One hour.

3.
When is an INFLIGHTREP retransmitted?


A.  Within 45 minutes.


B.  Immediately when the pilot cannot get through to the requestor.


C.  Within 4 hours.


D.  As soon as possible when an airdrop is not possible.
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LESSON THREE

PRACTICE EXERCISE

ANSWER KEY AND FEEDBACK

Item
Correct Answer and Feedback
1.
C.  
The RECCEXREP is an IMINT report for transmission through the dedicated transmission point.  The INFLIGHTREP is normally transmitted by the pilot.  INTSUM and BOMBREP are not IMINT reports (page 46, para a).

2.
A.  
The IPIR is transmitted within 4 hours after ESD to the requester (page 46, para c).

3.
B.
An INFLIGHTREP is retransmitted immediately when the pilot cannot communicate with the mission requestor (page 46, note).
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APPENDICES A - E

Appendix A - Intelligence and Information Reports and



Products Extracts.

Appendix B - IMINT Reports Extracts.

Appendix C - IMINT Request Extracts.

Appendix D - Collection Plan Extracts.

Appendix E - List of Acronyms.

Use the above publication extracts to take this subcourse.  At the time this subcourse was written, these were the most current publications.  In your own work situation, always refer to the latest publications.
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